


The Basics
• It’s a public key encryption scheme based on the McEliece

scheme.

• ”McNie” = “McEliece” + “Niederreiter”

• It uses Low Rank Parity Check (LRPC) codes.





McEliece Encryption





LRPC Codes

LDPC code = “Low Density  Parity Check code”

LRPC code = “Low Rank Parity Check code”



LRPC Codes
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McNie Encryption
We work over the finite field of qm elements.
Let H = quasi-cyclic LRPC matrix, efficiently decodable

P = random permutation matrix
S = random invertible matrix

t
(binary 
vector)

(e = error vector 
that is decodable 
under H)

Note that given P, H, S, we can recover t.
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The initial msg is also modified by an initial linear map, G’.



McNie Encryption
We work over the finite field of qm elements.
Let H = quasi-cyclic LRPC matrix, efficiently decodable

P = random permutation matrix
S = random invertible matrix

t
(binary 
vector)

(e = error vector 
that is decodable 
under H)

t + e

t P-1 HT S
Encrypted
message

m

Random 
injective linear 
map, G’

message

Let F = P-1 HT S.  Public key is G’, F.  Secret key is P, H, S.





Attack



New Size Parameters (from conference talk)



Old Speed Parameters (before attack)



Advantages & Limitations
• Claimed to achieve smaller key sizes than related 

protocols.  (Don’t know if this still applies?)

• Decryption can fail, but authors imply that the probability 
of failure can be made very small.




